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Program szkolen:

Temat 1: Rodzic online: jak korzystac z internetu z myslg o

przysztosci dzieci

Cel gléwny szkolenia: przygotowanie rodzicow do roli przewodnika, uczac ich, jak reagowaé na
zagrozenia w sieci oraz jak madrze prowadzi¢ dzieci przez cyfrowy swiat. Uczestnicy poznajg zrodta, w
ktorych moga szukaé rzetelnych informacji na temat bezpieczenstwa online, oraz zdobywajg
umiejetnosci korzystania z przydatnych e-ustug i aplikacji, ktore wspierajg edukacje zdalng i codzienne
funkcjonowanie w sieci. Szkolenie ktadzie nacisk na budowanie kompetencji rodzicielskich w obszarze

cyfrowym.
Moduty:

1. Metody sprawdzania i wyszukiwania wiarygodnych zrédet informacji w Internecie

2. Wartosciowe tresci edukacyjne dla dzieci i rodzicow

3. Korzystanie przez rodzicéw z profilu zaufanego oraz publicznych e-ustug

4. Bezpieczne i Swiadome korzystanie z serwis6w spotecznosciowych i platform

5. Rozpoznawanie i reagowanie na tresci szkodliwe i niebezpieczne

6. Umiejetnos¢ nadzorowania aktywnosci dziecka w sieci i korzystanie z narzedzi kontroli
7. Wiedza na temat zasad bezpieczenstwa, ktérych powinno przestrzega¢ dziecko

8. Uswiadomienie dziecku sposobu i konsekwencji dziatania transakcji w Internecie

9. Praca z pakietem Google



Temat 2: Finanse w sieci: jak kontrolowac swoje transakcje 1

oszczednos$ci online

Cel gléwny szkolenia: kompleksowe przygotowanie uczestnikow do bezpiecznego i
efektywnego zarzadzania finansami online. Program obejmuje szeroki zakres zagadnien, od
zasad ochrony kont bankowych, po zaawansowane techniki zabezpieczania transakcji
internetowych. Uczestnicy dowiedzg sie, jak unikac zagrozen zwigzanych z zakupami w sieci,
rozpoznawac wiarygodne sklepy internetowe oraz przeprowadzac bezpieczne ptatnosci online.
Szkolenie porusza takze tematyke rezerwacji podrozy przez internet, z naciskiem na
bezpieczne korzystanie z portali rezerwacyjnych i unikanie oszustw. Waznym elementem jest
wprowadzenie do e-administracji, w tym proces sktadania e-PITéw oraz korzystania z

elektronicznych ustug ZUS 1 US.
Moduty:

1. Ogoblne zasady bezpieczenstwa, ktorych nalezy przestrzega¢ w internecie
2. Korzystanie z profilu zaufanego oraz publicznych e-ustug
3. Bankowosc elektroniczna i mobilna bez tajemnic

4. Edukacja finansowa - jak odnajdywac wartosciowe tresci edukacyjne nt. finanséw w

internecie
5. Metody ptatnosci w intrenecie
6. Bezpieczne zakupy w sieci

7. Jakwyszukac i bezpiecznie zarezerwowac podréz (wycieczki/lot/hotel) z wykorzystaniem

Internetu
8. Zakup ubezpieczen przez internet

9. Praca z wybranymi narzedziami Google na potrzeby organizacji i zarzadzania wtasnymi

finansami



Temat 3: Media spotecznosciowe — jak by¢ §wiadomym

uzytkownikiem

Cel gléwny szkolenia: poznanie zasad funkcjonowania sieci spotecznosciowych, by efektywnie
wykorzystywac je zarowno w dziatalnosci na rzecz swojej spotecznosci lokalnej, jak i
prywatnie. Program obejmuje szeroki zakres tematow, poczawszy od nawigzywania i
utrzymywania relacji online, az po ksztattowanie wtasnego wizerunku w mediach
spotecznosciowych. Uczestnicy nauczg sie jak bezpiecznie poruszac sie w cyfrowym swiecie,
dzieli¢ sie swojg tworczoscig oraz korzystac z materiatdow innych, z uwzglednieniem regulacji

prawa autorskiego.

Moduty:

1. Ogoblne zasady bezpieczenstwa, ktérych nalezy przestrzegac w Internecie

2. Zagrozenia ptynace z sieci

3. Sieci spotecznosciowe we wspotczesnej dobie internetu

4. Zasady bezpieczenstwa/prywatnosci podczas korzystania z serwiséw spotecznosciowych
5. Nawigzywanie i kontynuowanie znajomosci w sieci

6. Tworzenie tresci do medidw spotecznosciowych z wykorzystaniem aplikacji Canva

7. Czym jest wizerunek w sieci

8. Prawo autorskie, domena publiczna, Creative Commons czyli jak by¢ legalnym w sieci

9. Korzystanie z profilu zaufanego oraz publicznych e-ustug



Temat 4: Wprowadzenie do $wiata kompetencji cyfrowych

Cel gtowny szkolenia: poznanie i przyswojenie przez uczestnikéw podstawowych kompetencji
cyfrowych i informacyjnych, ktére umozliwig im swobodne i $wiadome poruszanie si¢ w
przestrzeni cyfrowej. Uczestnicy naucza sie skutecznego wyszukiwania oraz oceny informacji,
komunikacji online z wykorzystaniem poczty elektroniczneji narzedzi wspotpracy . Nauczg sie
jak tworzy¢ tresci cyfrowe, a takze rozwigzywac podstawowe problemy techniczne zwigzane

z instalacjq i obstugg oprogramowania.

Moduty:

1. Czym sg kompetencje cyfrowe

2. Umiejetnosci informacyjne oraz korzystanie z danych Wyszukiwanie informacji o

towarach i ustugach
3. Komunikacja i wspétpraca online
4. Umiejetnosc¢ tworzenia tresci cyfrowych - tworzenie dokumentéw, edycja tekstu

5. Umiejetnosci niezbedne do poruszania sie w przestrzeni cyfrowe;j

6. Korzystanie z e-ustug publicznych - Profil Zaufany, gov.pl Ochrona prywatnosci i

bezpieczenstwo w sieci



Temat 5. Cyfrowa administracja: jak korzystac z e-urzedu

Cel gtéwny szkolenia: Uczestnik pozna zasady efektywnego korzystania z elektronicznych
ustug administracji publicznej, rozumie system e-administracji w Polsce, potrafi
wykorzystywac profil zaufany i platforme ePUAP do zatatwiania spraw urzgdowych oraz
bezpiecznie korzystac¢ zréznych e-ustug publicznych. Po ukonczeniu szkolenia uczestnik bedze

w stanie samodzielnie i sprawnie zatatwia¢ sprawy urzedowe drogg elektroniczng.

Moduty:
1. Zagrozeniaiochrona w sieci
2. Zapoznanie z platformg ePUAP i serwisem gov.pl
3. Cyfrowa identyfikacja obywatela - Profil Zaufany
4. Cyfrowe ustugi publiczne zwigzane ze zdrowiem i finansami
5. Cyfrowe ustugi publiczne zwigzane z przedsiebiorczoscig

6. mObywatel jako narzedzia wspierajgcego kontakt obywatela z administracjg publiczng



Temat 6: Ochrona danych w Internecie: jak zapewnic sobie
bezpieczenstwo w siecl

Cel glowny szkolenia: Uczestnik potrafi $wiadomie i odpowiedzialnie korzysta¢ z Internetu
oraz ustug cyfrowych, w tym chroni¢ swoje dane i finanse, stosowac zasady cyberhigieny,

weryfikowac informacje, bezpiecznie realizowac transakcje online orazreagowac na incydenty

w sieci.

Moduty:
1. Czym jest e-bezpieczenstwo?
2. Cyberhigiena i bezpieczna tozsamos¢ online
3. Media spotecznosciowe, komunikatory i prywatnos¢
4. Fake news, manipulacja i netykieta
5. Bankowos¢ elektroniczna i ptatnosci online
6. E-ustugi publiczne i ochrona danych
7. Reagowanie naincydenty i kodeks bezpieczenstwa

8. Rozwijanie kompetencji cyfrowych



Temat 7. E-ustugi w praktyce: tatwe 1 szybkie zatatwianie spraw
online

Cel gléwny szkolenia: Uczestnik potrafi swiadomie i odpowiedzialnie korzysta¢ z e-ustug w
obszarach administracji, zdrowia, finansow, transportu, edukacji 1 rozrywki; rozumie
podstawowe zasady bezpieczenstwa cyfrowego, prawa konsumenta i obywatela; potrafi
korzysta¢ z wybranych ustug online oraz budowaé¢ witasny plan rozwoju kompetencji

cyfrowych.

Moduty:
1. Wprowadzenie do e-ustug
2. Bezpieczenstwo w korzystaniu z e-ustug
3. Bezpieczenstwo w korzystaniu z e-ustug
4. E-ustugi publiczne
5. Cwiczenia praktyczne z e-ustug publicznych
6. Bankowos¢i ptatnosci online
7. Prawa w sieci oraz edukacja i zdrowie online

8. Media spotecznosciowe i komunikacja online



Temat 8: Pracownik online: jak wykorzysta¢ sie¢ do
efektywnej pracy

Cel glowny szkolenia: podniesienie kompetencji cyfrowych pracownikow w zakresie
Swiadomego, profesjonalnego. a takze bezpiecznego funkcjonowania w sieci. Budowania

wizerunku zawodowego, ochrony danych oraz odpowiedzialnej komunikacji online,

korzystania narzedzi cyfrowych i nowoczesnych technologii.

Moduty:
1. Wprowadzenie i mapa zagrozen
2. Hasta, logowanie i MFA
3. Ochrona urzadzen i aktualizacje
4. Profil Zaufany i e-ustugi publiczne
5. Ochrona danych i RODO
6. Bezpieczne finanse online
7. Narzedzia cyfrowe w pracy
8. Praca zdalna i hybrydowa oraz higiena cyfrowa
9. Komunikacja online i netykieta

10. Media spotecznosciowe, tresci cyfrowe, marka osobista, fact-checking



